
A Security Imperative

The Evolution of  
Privileged Access

Privileged accounts, credentials and secrets exist everywhere 
– on-premises, in hybrid cloud and DevOps environments, and 

on the endpoint.

With investments in modern infrastructure and digital transformation, 
the attack surface is expanding exponentially. 

Major cyber attacks over the past decade all have 
a privileged access connection.

This is why Gartner identi�ed privileged account management 
as the No. 1 security project for CISOs7 and controlling the use 

of administrative privileges is a top 5 basic CIS control8

Download Report Now

To learn more, download the Gartner 2018 Magic Quadrant for 
Privileged Access Management9 

www.cyberark.com/gartner-mq
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San Francisco network administrator 
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Stuxnet trojan exploits 
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Ransomware attack cripples city of 
Atlanta's computer network, costs 

taxpayers approximately $17 million

Hollywood  Presbyterian Medical 
Center targeted in ransomware attack
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